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We value your privacy and are committed to protecting your data. This Privacy Policy outlines
how we collect, use, and protect information related to your use of our Chrome extension.

1. Information We Collect

Our extension collects only the information necessary to provide its functionality. This includes:

● User Inputs: Chapter and Ayah numbers entered by users for search purposes.
● Usage Data: Limited anonymous data to understand how the extension is used (if

applicable).

No personal information, such as names, email addresses, or other identifiers, is collected.

2. How We Use the Collected Information

The collected data is used solely for the following purposes:

● Processing user queries to retrieve Quranic translations and audio recitations.
● Enhancing the user experience by caching frequently accessed data in IndexedDB for

faster retrieval.
● Improving the extension’s performance and functionality.

We do not sell, share, or use your information for any purposes beyond those stated above.

3. Data Storage

● Local Storage: User preferences, recently accessed Ayahs, and cached data are stored
locally in IndexedDB within your browser.

● Remote Access: The extension accesses Quranic data, translations, and audio from
our secure API. However, no user inputs are retained on our servers after processing.

We ensure all data fetched and stored is handled securely.



4. Third-Party Services

Our extension does not use any third-party services or APIs. All content and functionality are
provided directly from our servers and resources.

5. Host and Remote Code

Our extension requires access to our own API hosted on a secure server. This allows us to
deliver real-time Quranic content, translations, and audio recitations.

6. Permissions

The extension requests the following permissions:

● Scripting: To dynamically retrieve and display Quranic content based on user input.
● Storage: To cache data locally for improved performance.
● Host Permissions: To securely connect to our API server.

These permissions are strictly limited to the extension’s core functionality.

7. Security

We prioritize the security of your data by implementing:

● Secure storage practices using IndexedDB within your browser.
● Regular updates to patch vulnerabilities and improve security.

8. User Rights

As a user, you have the right to:

● Access and Delete Data: Clear cached data stored locally in IndexedDB through your
browser settings.

● Revoke Permissions: Revoke the extension’s permissions at any time via your browser
settings.

No personally identifiable information is collected, so no additional data requests are necessary.



9. Updates to This Privacy Policy

We may update this Privacy Policy periodically to reflect changes in our practices or legal
requirements. Updates will be indicated by the “Last Updated” date at the top of this policy.

10. Contact Us

If you have questions, concerns, or feedback regarding this Privacy Policy, please contact us at:
Email: mmmimran@gmail.com

This Privacy Policy is designed to comply with applicable privacy laws and regulations. By using
our Chrome extension, you agree to the practices outlined in this policy.


